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DEFINITIONS

ABBREVIATION

API

EGC

JSON

MSI

MSI PROVIDERS

RCC

RESCUENET

RESTFUL

RMSS

RMSSP

SAFETYNET

SAFETYNET II

SAR

INMARSAT

EXPLANATION

Application Programming Interface. A means for two or more computer programs to
communicate with each other via a recognised set of protocols.

Enhanced Group Call, means the international broadcast of coordinated Maritime Safety
Information and Search and Rescue related information, to a defined geographical area
using a recognized mobile satellite service

JavaScript Object Notation. A standard text-based format for representing structured data
based on JavaScript object syntax.

Maritime Safety Information means navigational and meteorological warnings,
meteorological forecasts and other urgent safety-related messages broadcast to ships.

Maritime Safety Information Provider means any authority who is certified by the IMO to
broadcast MSI through a Recognised Mobile Satellite Service Provider.

Rescue Coordination Centre means a unit responsible for promoting efficient organization
of Search and Rescue services and for coordinating the conduct of Search and Rescue
operations within a search and rescue region. Note: the term RCC will be used within this
Manual to apply to either joint, aeronautical, or maritime centres; JRCC, ARCC or MRCC
will be used as the context warrants.

RescueNET is a bespoke safety service tailored specifically for Rescue Coordination
Centres to enable Search and Rescue (SAR) services such as reception of Distress Alerts,
broadcast of SAR EGC and Distress Messaging.

RESTful APl is an interface that two computer systems use to exchange information
securely over the internet.

Recognized Mobile Satellite Service is a service recognised by the IMO to operate in the
GMDSS

Recognized Mobile Satellite Service Provider is a satellite provider recognised by the IMO
to provider recognised satellite services within the GMDSS

International SafetyNET service means the coordinated broadcast and automatic reception
of Maritime Safety Information via the Inmarsat Enhanced Group Call system, using the
English language, in accordance with the provisions of the International Convention for the
Safety of Life at Sea, 1974, as amended.

International SafetyNET Il service means Inmarsat's enhancement to the SafetyNET
service, providing coordinated broadcasting and automated reception of Maritime Safety
Information on Inmarsat approved terminals including Inmarsat C, Mini C and Fleet Safety,
via an interactive web-based interface, using the English language, in accordance with the
provisions of the International Convention for the Safety of Life at Sea, 1974, as amended.

Search and Rescue related information means distress alert relays and other urgent
Search and Rescue related information broadcast to ships.
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INTRODUCTION

The IHO EGC API CG was tasked with the creation of a recommended common API standard
for Recognized Mobile Satellite Service Providers (RMSSP). Although Satellite Providers can
offer a verity of API standards, it was proposed that a “Basic API” standard and input
mechanism is agreed to allow Maritime Safety Information Providers (MSIPs) the option of
creating a single method of delivery to multiple RMSSP.

The API standard was agreed to be a JSON REST API and the input method was agreed to
be Inmarsat-C codes, as historically used by all MSIPs globally.

RMSSP can add additional services and input methods, however all RMSSP EGC API should
be JSON REST standard and capable of receiving information in the Inmarsat-C code format.

PURPOSE

The purpose of this document is to provide information and guidance on how to access and
make use of the Inmarsat EGC API within the test and live environments. Giving instruction
and examples of how to create and make use of different API codes, or syntax, to make the
most of the system. Whilst this manual covers a range of methods and formats, it is not
comprehensive and there are other API development tools available. For more specific details
or questions, please contact your IT, API developer or Inmarsat Maritime Safety Team.

The information within this manual should enable you to understand how you can make the
most of the Inmarsat SafetyNET Il API system and integration it into your working
infrastructure.

APl OVERVIEW

The EGC SafetyNET Il API system is a secured RESTful APl making use of the JSON file
format, for IMO certified NAVAREA's, METAREAs and RCC'’s to utilize for broadcasting of
Maritime Safety Information (MSI) and Search and Rescue (SAR) EGC broadcasts.

The MSI formatting will still make use of the common Inmarsat-C codes, used within the
Inmarsat SafetyNET services.

This RESTful, JSON API structure and format, has been agreed by two Recognized Mabile
Satellite Service (RMSS) providers, namely Inmarsat and Iridium, to aid in the interoperability
of broadcasting MSI in a multi satellite provider GMDSS.

The Inmarsat APl is part of the SafetyNET Il system and as such, to access the live
environment, you require a SafetyNET Il contract. Inmarsat can grant temporary access to the
test environment without the need for a SafetyNET Il account.

The SafetyNET Il provides one account that is accessible through the APl and web interface.
These enables the user to make use of both the API functions whilst also having additional
features and backup from the secure web interface. This is a single account visible from the
API and web interface, fully synchronized.

The key benefit of this API is the ability to create an interface within your IT infrastructure that
is compatible with multiple RMSS providers EGC systems, allowing you to create and sent
one message to be delivered and broadcast over multiple RMSS providers systems. Figure 1
shows an example of how this would work over the Inmarsat SafetyNET Il and Iridium
SafetyCast systems.
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Figure 1 Basic concept of the EGC API 1
It is the responsibility of the certified EGC provider to comply with all IMO resolutions and
circulars relating to EGC broadcast.
Additional information on how to become EGC certified and creation of EGC broadcasts, can
be found in the IMO EGC SafetyNET Manual.
4, MINIMUM “BASIC API” REQUIREMENTS

4.1 IMO RESOLUTION A.1001(25) - 4.9

— Satellite systems forming part of the GMDSS should technically be capable of offering
facilities for broadcasting Maritime Safety Information (MSI) from RCCs and authorized
providers of MSI, such as Hydrographic Offices and Meteorological Offices, to ships at sea.

— Such facilities for broadcast of MSI should provide for automatic, continuous, and reliable
reception on board ships and should, as a minimum, fulfil the requirements specified in
sections below.

— The facilities should provide for recognition and processing of the four levels of priority
specified in paragraph 3.3.1. [1. Distress 2. Urgency 3. Safety 4. Routine (general
communications)]

— It should be possible to address the broadcast of MSI to all properly equipped ships within
a specified area for at least the following types of areas:

— the entire region covered by the satellite or system over which the transmission is made.
— the NAVAREAS/MET AREAs as established by the International Maritime Organization (IMO),

the International Hydrographic Organization (IHO) and the World Meteorological Organization
(WMO) respectively; and

— atemporary area chosen and specified by the originator of the MSI message, including circular
or rectangular user -specified areas appropriate for broadcast of distress alert relays and search
and rescue co-ordinating communications.

— The facilities should provide for transmission of at least the types of Maritime Safety
Information required by SOLAS, as follows:
— Search and rescue co-ordination information, including distress alert relays.
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— Navigational warnings; and
— Meteorological warnings and forecasts.

— The facilities for broadcast of navigational and meteorological warnings should include
possibilities for:
— scheduling the broadcast at fixed times or transmitting messages as unscheduled broadcast
transmissions; and

— automatic repetition of the broadcast with time intervals and number of broadcast transmissions
as specified by the MSI provider, or until cancelled by the MSI provider.

— The facilities should provide for marking MSI messages with a unique identity, enabling the
shipborne equipment that receives these broadcasts to automatically ignore messages already
received.

— The broadcasting service should in addition provide facilities for broadcasts similar to NAVTEX
to coastal areas not covered by the International NAVTEX Service, in accordance with the
identification system (i.e., the identification characters B1, B2, B3, B4) used in the International
NAVTEX Service.

4.2 A.706(17) & A.1051(27)
Resolutions A.706(17) and A.1051(27) also need to be adhered to where applicable.

5. STRUCTURE OF API MESSAGES EXPLAINED (SAFETYNET, SAFETYNET ||
AND API)

The common standard used by all MSIPs and RCCs to format and broadcasts EGC messages
has been the Inmarsat-C codes. To allow for easy transition from SafetyNET, to SafetyNET II,
Inmarsat has continued to use these well-known C-codes and with agreement, opened this
format to other RMSS providers within their EGC API systems. This means that by continuing
to use these C-codes, MSIPs and RCCs can broadcast a single formatted message that can
be accepted by multiple satellite providers.

Note: CO (satellite selection) is not required for this APl and has been removed from the C-
Code table below. The SafetyNET Il will automatically broadcast your message through ALL
satellites covering the intended broadcast area.

C1 PRIORITY C2 SERVICE CODE C3 ADDRESS CODE C4
CODE REPETITION
CODE
1 digit code 2-digit code 2, 3,10 or 12 alphanumeric codes | 2-digit code
00 — All Ships (general 2 digit — 00 (All ships)
call)
04 - Navigational, 12 alphanumeric rectangular area
Meteorological or Piracy address
1-Safety WARNING to a D1D2N(S)D3D4D5E(W)D6D7D8D9
rectangular area D10
2-Urgency Category (a) for
3-Distress 13- Navigational, 4 alphanumeric coastal warning EGC messages
Meteorological or Piracy area address X1X2B1B2 to be repeated a
Coastal WARNING finite number of
1o times
9-All Ocean 14 - Shore-to-Ship 10 alphanumeric circular area
Distress Alert to a circular | address
area D1D2N(S)D3D4D5E(W)M1M2M
24 - Navigational, 10 alphanumeric circular area Category (b) for
Meteorological or Piracy address EGC messages
WARNING to a circular D1D2N(S)D3D4D5E(W)M1M2M to be repeated
area at specified
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31 - NAVAREA/METAREA

warning, MET Forecast or
Piracy warning to
NAVAREA/METAREA

34 — SAR Coordination to
a rectangular area

44- SAR Coordination to a
circular area

Table 1 Inmarsat C Code Table

intervals until
cancelled by the
MSI provider

2 digit — NAVAREA/METAREA
number

12 alphanumeric rectangular area
address
D1D2N(S)D3D4D5E(W)D6D7D8D9

D10
10 alphanumeric circular area

address
D1D2N(S)D3D4D5E(W)M1M2M

To make use of these C-codes is straight forward:

— Choose message priority 1-safety, 2-urgency, or 3-distress (note 9 is for Inmarsat NOC

broadcasts only)

— Chose the type off message you want to send i.e., 31- NAV/METAREA message, 14-

Distress Relay to Circular area.

— Enter to corresponding area or coordinates i.e., if you chose a NAV/METAREA broadcast,
it will be followed by a 2-digit NAVAREA or METAREA for example METAREA V would be

05.

— Finally chose the repetition code, these can be found in Annex A.

Examples:

Below are several examples of how the same broadcast type would look through SafetyNET,

SafetyNET Il Web Interface and the API:

This is an example of a SAFETY priority message, sent to METAREA V, broadcast
immediately and repeated one hour later (repetition code 61).

SafetyNET
EGC 1131056100
EGC 1 1 31 05 61 00
EGC This informs | This The 31 This informs the | 61 is the This is used to
informs the | SafetyNET indicates indicates system the repetition inform the
SafetyNET | thatit's to be | that the thisis a broadcast is to code for system of the
system it's broadcast priority message NAV/METAREA | broadcast presentation
an EGC over the required is | to a NAV V (05) immediately code, no longer
call. Not AOR-E SAFETY or and repeat in | required on
needed in satellite. This METAREA 1 hour SafetyNET Il or
SafetyNET is not the API
Il or API needed in
SafetyNET Il
or the API

The Text would then proceed the C-Code and be sent to the LES for broadcasting.

PAGE 6



INMARSAT SAFETYNETII API MANUAL

ISSUE 3.0

5.2

SafetyNET Il Web Interface

The SafetyNET Il web interface, continues to make use of the C-Codes, however these are
translated behind the scenes and instead the user choses from drop down menus:

New HSI Hesssge olx rew MS1 Message a|% Mew MSI Message ojx
Step 20f 7 Step 3 0f 7 Step 4 of 7
/ MNew MSI Broadcast / New M Broadcast | Z wewnst Broadcast
Please select the Service Code from the available list: Please slect the Priorty from the available kst Plezse select the arez type and enter the coraspanding parameters:
v Prionity: | Safety s
safety C L @ Other
Hraency Definiion: | NAVAREA/METAREA
wrea
Back Back  Hext

User choses METAREA

New MST Message o)

Step 5 of 7
/  NewmsI Broadcast

Please enter the period of validity of this MSI and select the Repetition
Code from the availzble st

Start Date (UTC): | From

Repetition Code: | 61 - Two transmissions, 1 hour interval i
7= EVeIY 6 NouTs, Wit &cno

58 - Every 5 days

59 - Every 5 days, with echo

61 - Two transmissions, 1 hour interval

62 - Two transmissions, 2 hour interval

63 - Two transmissions, 3 hour interval

64 - Two transmissions, 4 hour interval

66 - Two transmissions, 12 hour interval Next

Selects repetition

5.3 API Syntax

"msiType":
"areaType":

"priority":

"serviceCode":

"address":

"inmc-nav",
"NAVMET",
"safety",

"31iv,

"os5",

Choses Safety Priority Choses METAREA V

New MST Message: CIES

Step 6 of 7
7/ Newnsl Broadcast

Sl Contents:  © Text O File

Text:
METAREA V Weather Report

TEXT TEXT TEXTH

Back Next

Inputs text before clicking send

PUBLIC | © INMARSAT

"repetitionCode": "61",

"payload":

API SYNTYAX

"msiType" "inmc-nav",
"arealype” "NAVMET",
"priority" "safety",
"serviceCode" "31"
"address" "05"
"repetitionCode" 61"

"METAREA V Weather Report \n

"payload” TEXT TEXT TEXT"

"METAREA V Weather Report \n TEXT TEXT TEXT"

EXPLANATION

Standard heading for NAV/MET
broadcasts

This is a NAV or MET message and not
SAR

Priority could be written as 01, 1 or safety

31 represents that this is a broadcast to a
NAV/MET AREA

This indicates the broadcast address is to
area V (05)

The repetition code is 61 two
transmissions with an hour interval

The message text
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ACCESSING AND AUTHENTICATING ON THE INMARSAT ENVIRONMENT

Inmarsat has created a fully replicated satellite and ground infrastructure environment for you
to use whilst evaluating the API. This will allow you to login via the API and Web Interface to
test all the SafetyNET Il API features in a safe environment, without sending live messages to
the maritime industry. Once testing has been completed, you can simply redirect your API to
the live environment.

For more information on how to setup and test your API please visit the Inmarsat Maritime
Safety Training Hub and chose the “MSI API” training pack:
https://safetytraininghub.inmarsat.com/

There are a number of API creator tools and test tools available, however, this document will
be making use of the free online tool called POSTMAN. This free software can be downloaded
from https://www.postman.com/downloads/

On request, the Inmarsat Maritime Safety Team will create an account for you on the test
environment and provide you with a username and password.

Below is a basic set of instructions on how to access and test, however, your IT or API
developer may choose to use a different program or methods. As this is a common API setup,
there are many different ways to accomplish the same outcome.

After downloading the Postman software, you will first need to create a “workspace”

Home | Workspaces ~ | APl Network ~  Explore Create WOI’kSpace
Create Workspace Name
vod aftern API Testing
2 Msl AP up where you le Summary
Add a brief summary about this workspace
F£A Team Workspace . -
ently visited | Testing of EGC AP|

2 My Workspace

22, SAR API Team Worksp:

d ) Visibility
Fin New Team Workspace MSI API Determines who can access this workspace
© Personal
My Wurkspau Only you can access
Y Private
d SAR API Only invited team members can access
Team
A All team members can access
New Team W
2 Partner | NEW
Only invited partners and team members can access
It Public
/ : started witk Everyone can view
View all workspaces > start with somet
From the workspace dropdown, select “create Name your workspace, give a brief
new Workspace” description, chose a visibility setting. Click

Create Workspace.
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Home Workspaces ~ APl Network v  Explore Q_ Search Postman
2, APl Testing New Import & Overview
g = ) . . ot o
cotessons 2 API Testing =5 Workspace Settings (D)
S B
APl Wy fist collection Testing of EGC API In this workspace
First foider inside collection
= Requests
Environment —
T collections (0)
= v 3 Second foider inside collection Activity < Filter by ~Elements v  People ~ o APIs (0)
K Serv
Today [=] Enviranments (0)
o @8 John created this personal workspace (2 Mock Servers (0)
e Create a collection for your requests just now
@ Monitors (0}
o A collection lets you group related requests
Flows and easlly set ¢
scripts, and variables for all requests in it.
D)
stery Create Collection

You now have a new API test workspace created; the next step is to create an environment. This
environment will be the Inmarsat API Test Environment

& Invite RTINS Q Upgrade ~ — &l b
No Environment ~
Warkenses Cattinags (3
Workspace Settings (4
vorkspace
huests +
No Environment M =)
No active Environment
An environment is a set of variables that allow you to switch the
context of yo equest
Globals Add
No global variables
Global variables are a set of va ways available in a
we
() Use variables to reuse values and protect sensitive data *
< ve data in variable type secret to keep its values masked on the screen. Learn more about
g S vith yo arn

On the top right, next to the
drop down where it says,
‘No Environment’ Click on
the icon on the top right.

Click on ‘Add’ in the

& Overview

[E] Inmarsat Test Environm @

Inmarsat Test Environment &

VARIABLE

TYPE @

default ~

INITIAL VA el CURRE| a =
https://msdscluster.eixodigital.com/msds https:/imsdscluster.eixodigital.com/msds

Use the pencil icon to edit the name of this environment to ‘Inmarsat Test Environment’, type
in ‘baseUrl’ under VARIABLE, and in INITIAL VALUE and CURRENT VALUE type in

https://msdscluster.eixodigital.com/msds
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Now click ‘Save’

¥ Fork

Mo Environment]

Mo Environment

Inmarsat Test Envirol

Now use the drop-down

[E] | menu to select the

nim...
created

i

You have now directed your API tool to the test environment.

The ‘Collections’ tab on the left is where you create and store your syntax messages. The first
one that should be created is the Authentication request, before you do this, you will need
the Inmarsat Safety Team to provide you with your SafetyNET Il test environment username

‘Inmarsat Test
Environment’ you have just

and Password. This username and password also enable access to the web interface at

https://msdscluster.eixodigital.com/msds. This is a two-part process, first is creating the ‘API

Testing’ collection, this is where you will input your security Token once received, the second

is the process of sending your username and password to receive your security Token.

o

g

Collactions

~ APl Testing

New Import &3 Overview

ON ..

Untitled Request

On the right hands side
select ‘Collections’ and
click the + symbol, this is
where you will keep your
syntax list of all the

KEY different APl commands.

ob GET E
APIs w My first collection
First folder inside collection Params Authoriz]
Environme Query Params
a2 Second folder inside collection
ck Serve
Moanitars 1
' Create a collection for your requests
o A collection lets you group related reguests
Flows and easily set common authoriza 1, tests,
seripts, and variables for all requests in it
)
Histol ey
Create Collection
g New Import (5 Overview [=] Inmarsat Test Environn @ Untitied Request T A ting
= oo API Testing
> APITesting

Authorization Pre

This authorization method will be used for ev

Type

The autherization h

request. Learn mo

Key

Value

Add to

eader will be automatically generated when you send the

re about authorization »

every request in this collection. Yeu can override this by specifying one

Header v

¢ Change the name to ‘API
Testing'.

¢ In the ‘Type’ drop down
select ‘APl Key’

¢ Type ‘X-Security-Token’ in
the Key box.

Now click Save on the
right-hand side.

The “Value’ box is where
you will enter your
security Token later.
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API Testing

~ APl Testing
Authorization & Pre-

g, © MY
w art working. This authorization method will be

Type

equest Script

Variables Runs

used for every request in this collection

APl Key
The authorization header will be automatically generated when you send
request. Learn more about authorization »

Key X-Security-Token

Value

Rename at the top to ‘Authenticate’ this is so you can find this syntax easily when you need to

login to the APL.

From the drop-down menu at the top left, select ‘POST and in the box next to it start to type in

You can now start adding your
syntax. The next one you will
need is to enter your username
and password provided by
Inmarsat Safety Team to
retrieve a Security Token. Click
on your ‘API Testing’ then click
on ‘Add a request’

{base’ you will see a green E appear with ‘baseUrl’ select this and then continue to type

{{baseUrl}}/api/authenticate

Authenticate

POST »

nurmber

Params Authoriza E SrandomBankAccou

sCoOPE  Global

Query Params E $randomBankAccou

SrandomBankAccou
KEY E

E SrandomBitcoin

I srandomBoolean

VALUE A randem 8-digit bank account

Setting

VAL

POST ~

{baseUrl}}fapifauthenticate

o {{baseUrl}} fapifauthenticate

"uzername”: "johndoddmsip"
"password”: "light43!Star$"”

Params Authorization Headers (8) Pre-request Script Tests
none form-data K-www-form-urlencoded binary Graph@QL Text -~

Settings

Now click on ‘Body’ and ‘raw’

In the box below, type in:

{

"username": "your username”,

"password": "your password"

PUBLIC | © INMARSAT
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POST ~ {baselUrl}}fapi/authenticate
Params Authorization Headers (10) Body » Pre-request Script Tests Settings
i—

none form-data s-www-form-urlencoded binary Graph@QL JSON ~
1 |
2 "username”: "johndoddmsip",
3 "password”: "FRdwluBPlz"

Now click on ‘Headers’ and in the ‘Key’ box you need to enter as per the below. If you start
typing ‘Content-Type’, you will be able to select from a drop-down list, the same goes for

‘application/json’ and ‘Accept’.

MS| Authentication @ {3 MSIAPI

MSI Authentication

POST ~ {baseUrl})fapifauthenticate

Params  Authorization Body®  Pre-request Script

8 hidden

Headers

Tests

Kl

Content-Type

Accept

application/json

VALUE

applicationfjson

Settings

DESCRIPTION

Now click on ‘Save’

You have now created the security login APl connection to the test environment.

To test this works:

2, APl Testing New

Collections

’ﬁ-f

Authenticate

Environmenis

=

Mock Servers

Import

o )
&0 Overview

Auth
POST ~
Params Authoriz
Headers 8 hidy
KEY

Content-Type

Accept

PUBLIC | © INMARSAT

Click on Authenticate under
your ‘API Testing’
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Inmarsat Test Environment

Now Click ‘Send’ on the
right-hand side. This will
send your login request to
the test environment
along with your Username
and Password.

sec  Bulk Edit  Presets -
u Accept application/json
Body Cookies Headers (3) Test Results
Pretty Raw Preview Visualize JSON  ~ =
1
2 “token": Qjohndoddmsip|1674496594890|msi,nav, inmc-nav|6442b5869f13c8f966629238cabac3a088788770e5dfb368bc2e7425a95@0b0dd4
8

The API will return a unique secure token. To complete the login process manually (this can
be made automated through your API developer) copy the token, note: only copy from your
username to the last digit, do not copy the

@

~ APl Testing

Authenticate

AP Testing

Authorization

Pre-request Seript

ests Variables Runs

This authorization method will be used for every request in this collection. You can override this by specifying one in 1

Type

AP| Key v

The authorization header will be automatically generated when you send the

reqguest. Learn more about authorization »

Key

Value

Add to

¥-Security-Token

johndoddmsip| 1674496979905 |nav,m
si inme-
nav|8441cd5cfe511acebeebf8170a1ff
E:EDETSUB(J576303a?b4eenba?451 d7ff
e

PUBLIC | © INMARSAT
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Once copied, click on ‘API Testing”, then paste your Token into the Value box before clicking
on ‘Save’ on the right-hand side. You are now securely logged into the test environment.

Your security token will last for 10 minutes, after that you will need to:

Click on Authenticate, click on Send, copy token and paste into API Testing before clicking
save, as per above steps. You will be able to automate this through your API developer.

NOTE: Once testing has been completed, Inmarsat will create your live account in the live
environment. To redirect your API to the Live environment, you can simply create a new
environment, as above, and change the URL to https://msds.inmarsat.com/msds

ADDING A SYNTAX

The API consists of sending commands through the API to the test environment and
requesting information back. The commands you send, or syntax, have been created in line
with the C-code format, although flexibility has been enabled to allow for the use of codes or
written words.

Although the syntax may change, the method for creating one remains the same for all types.
Remember, you only need to create the syntax once and save it once.

Explanation of the syntax to C codes.

The Syntax MUST start with the “MSI Type” on the second line, after { the following
commands can be placed in an order of your choosing, however, we have kept these in order
of the Inmarsat C-codes as explained below

"msiType": "inmc-nav”, This is the type of message. inmc-nav means you
are using the Inmarsat C codes and you are a
METAREA or NAVAREA coordinator. “inmc-sar”
would be used by SAR authorities using SAR
messages

"areaType": "NAVMET", This tells the satellite system you are an approved
NAV or METAREA coordinator

"priority": "2", The priority you would like to allocate NAV and MET
can chose l1=safety or 2=urgency whilst RCCs can
also chose 3=Distress (note you can also type
safety, urgency or distress)

"serviceCode": "31", This is the C2 service, only authorized service codes
can be used for each account i.e., a NAVAREA
cannot send a “44- SAR Coordination to a circular
area” unless authorized. The Code must be 2 digits.

“address”: “017, This is C3 code, the alphanumeric entry must Align
with the type of Service Code i.e. for service code 31
you would enter the NAV or METAREA as a one or
two digit area, for example METAREA Il could be
entered as “02” or “2” If you send a C code 12 to a
rectangular area, you would input the coordinates as
per the C code table and SafetyNET Manual i.e.
D1D2N(S)D3D4D5E(W)D6D7D8D9 D10

"repetitionCode": "01", This is C4 code “repetition” the repetition codes can
be found in the IMO EGC SafetyNET Manual and
should be entered as a two-digit number i.e., “01” to
transmit once immediately
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Below is an example of an Urgency broadcast (C code priority 2), METAREA broadcast (C code 31), to

"startDate": ",

"endDate": "",

"payload": "Test case M

13"

The start date is only used if you are scheduling the
broadcast for the future, if so the format of the
startDate is: 2023-05-11T15:30:00Z

The end date is only used if using a repetition

code that requires an end date, the end date format
is: 2023-05-11T15:30:00Z

The payload is the text to be broadcast, this must be
in AI5 format. To include a carriage return within
Postman, use the \n i.e., “TestforJD \n
this is the second line”

Entering your syntax into POSTMAN:

METAREA 05, with repetition code 01 (send immediately once) and the text to be broadcast is “Test

case M13”

PUBLIC | © INMARSAT

"msiType": "inmc-nav",
"areaType": "NAVMET",
"priority": "2",

"serviceCode": "31",

"address": "05",
"repetitionCode":; "01",

"startDate

"endDate": ",
"payload": "Test case M13"

}

To store this syntax that you may want to use in the future, remember these can be amended
at any time including the priority, area, repetition, and text, you need to select your ‘API
Testing’ and then click on ‘New’

2 APl Testing

(W)

Collections
~ AP| Testing
[=]

(8T8}

APl

Authenticate

Impurt 4

oo
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Create New

HTTP Request

Create a basic HTTP request [

j— Collection
D Save your requests in a collection El_
for reuse and sharing
Advanced

Create and publish beautiful
documentation for your APls

E APl Documentation
APl

000 Manage all aspects of API
design, development, and testing

[

WebSocket Request BETA

L g
Test and debug your WebSocket g
connections
Envirenment oo
Save values you frequently use in oo

an environment

Mock Server

Create a mock server for your in-

development APls

gRPC Request
Test and debug your gRPC
equest

Workspace
Create a workspace to build
independently or in collaboration

Monitor
Schedule automated tests and
check performance of your APls

This will then display the area where you create your syntax.

From the pop-up
screen, you should
select the HTTP
Request option.

Start by changing the settings to a ‘POST’ then in the box next to it start to type {{paseUrl}}, as
with earlier, select the green E symbol to link this to the URL you entered for the ‘Inmarsat
Test Environment’, followed by typing /api/msi

POST ~ {baseUrl}}api

/msi I

binary

Params @ Authorization Headers (10) Pre-request Script Tests Settings
nene form-data K-www-form-urlencoded §@ raw
1k
2 "meiType”: "inmc-nav",
3 "areaType": "NAVMET",
4 "prioxity”: "2,
5 "serviceCode”: "31",
[ "address": "@B",
7 "repetitionCocde™: "@1",
8 "startDate": "",
9 "endDate”: "7,
1@ "payload”: "Test case M13"
11 H

GraphQL JSON ~

Now select ‘body’ and ‘raw’, in the box below, type (or copy and paste) the syntax you require.
Note that because this repetition is intended to go immediately, we would not need a start date
or end date, these can be completely removed or left blank.

Now select ‘Headers’ and from the drop-down when you start to type, select ‘Content-Type’ for

the ‘KEY’ and ‘application/json’ for the “VALUE. Then Click on ‘Save’

{{baseUrl}}/api/msi
POST ~ {baseUrl}}/api/msi
Params s A,m-.;am.
Headers 8 hidden
KEY

Pre-request Script Tests Settings

VALUE

I Content-Type

application/json

DESCRIPTION
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SAVE REQUEST

Request name

NAV/METAREA MSI

Save to API Testing

Rename to something rememberable such as NAV/IMETAREA MSI, make sure you select the

‘APl Testing’ area to save in.

HOW TO SEND AN MSI THROUGH API.

Now you have two syntax created and saved within your test environment, the below will
demonstrate how to authenticate and broadcast your MSI.

Authenticate:

Click on your ‘Authenticate’ syntax and click ‘Send’

Authenticate

POST v i) fapilauthenticate
rrrr Hea '

e hiddo

KEY VALUE
J apol
Accept icat
Bog Head R
Pretty 50 £

DESCRIPTION

Now copy the Token (without the “’) and past it into the

‘Value’ box in the ‘API Testing’ screen.

v APl Testing

Authenticate

API Testing

Authorization ®  Pre-

This authorization metho

est Seript Tests Variables Runs

NAV/METAREA MSI

will be used for every request in this callection. You can override this by specifyir

Type APl Key e
The authorization header will be automatically generated when you send the
request. Learn more about horization »

@ Heads up! These parameters hold sensitive data. To keep this data secure x
while working in a collaborative environment, we recommend using variables.
Learn mare about variables »

Key X-Security-Token
Value I johndoddmsip|1674570074110|msi,n I
Add to Header 4

Now click Save. You have now logged into the SafetyNET Il system through the API.
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Send your MSI:

To send the MSI you have created via a syntax, click on the syntax name, check and amend
the information in the ‘body’ section, as required, then click ‘Send’

GraphQL  JSON v

Beautify

POST ~ [api/msi
Params e Authorization Headers (10) Body ® Pre-reguest Script Tests Settings

none form-data x-www-form-urlencoded @ raw binary GraphQL JSON -~
2
3
[}
8
9

1e

11

Body Cookies Headers (4) Test Results

Pretty Raw Preview Visualize JSON  ~ ==
2
3
6
8
9

18

11

12

13

14

15

16

17

18

After you click ‘Send’ you will
receive a confirmation on the lower
screen showing the broadcast
information and reference number.
The reference numbers can be
used to recall this message
information through the APl or
cancel messages with ongoing
repetitions. The reference number
can also be used to view the
message in the web interface.

You will notice the Service Code in
the confirmation will be different,
this is because a translation table is
employed to enable broadcast over
multiple systems including Fleet
Safety service codes which are
returned.

By amending the previous syntax, we have created the below. This message is now safety
priority, sending to NAVAREA |, repetition code is 12, this means it will broadcast a repetition
every hour, for this type of message you can leave the start date and time empty if you want
the message to go immediately, or set a start date/time for the future, however, you are
required to enter an end date/time. You can cancel this message before the end date/time if

required.

{
"msiType": "inmc-nav",
"areaType": "NAVMET",
"priority": "safety",
"serviceCode": "31",
"address": "01",
"repetitionCode": "12",
"startDate": "",
"endDate":

PUBLIC | © INMARSAT

"2023-01-25T14:05:10z2",
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"payload":
ode 12 repeat every 1 hour \n NNNN"
}

"TEST BROADCAST TO NAVAREA I \n NO ACTION REQUIRED \n Repetition c

APl Testing | NAV/METAREA MSI

POST ~ {{baseUrl}}/apifmsi
Params » Authorization Headers (10) Body Pre-request Script
none form-data x-www-form-urlencoded @ raw binary
L
2 "msiType”: "inmc-nav",
3 "areaType": "NAVMET",
4 "priority": "safety",
5 "serviceCode”™: "31",
& "address": "@l",
7 "repetitionCode": "12",
8 "startDate": "",
9 "endDate”: "2023-01-25T14:05:10Z",
1e
1

Body Cookies Test Results

Headers (4)

Pretty Raw Preview Visualize JSON ~ =

L g
2 I"referencehlumher": "6552", I

3 "activeStartDate”: "2823-01-24T15:19:472",
4 "activeEndDate”: "2023-01-25T14:85:18Z2",
[ "serviceCode": "51",

[ "repetitionCode": "12",

7 "msiType™: "inmc-nav”,

g "areaType”: "NAVMET",

9 "address”: "@1",

i@

11 "stationId": 48,

12 "cancelled": false,

13 "egcId": 4970,

14 "priority": "safety",

15 "readAck”: false,

16 "receiveAck": false,

17 "presentation”: "iaB"

Tests

GraphQL

Settings

JSON  ~

"payload”: "TEST BROADCAST TO NAVAREA I ‘\n NO ACTION REQUIRED Yn Repetition code 12 xepeat every 1 hour ‘n NANN"

"payload”: "TEST BROADCAST TO NAVAREA I ‘n NO ACTION REQUIRED \n Repetition code 12 repeat every 1 hour \n NNNN",

We can see the message was successfully broadcast at 16:19Z on 24" Jan 2023 and the
repetition will stop at 14:06Z on 25" Jan 2023. The message has reference number 6552

You can use the message reference number to view broadcasts that have been sent through
your login account that are, active, finished, scheduled, or cancelled. To do this you need to
create a new syntax, as before, select ‘new’ and chose the ‘HTTP Request’

PUBLIC | © INMARSAT

Create New

Building Blocks

G0

HTTP Request
Create a basic HTTP recgest

Collection

Save your requests in a collection
for reuse and sharing

WebSocH

Test and d
connectio

Environi

Save value|
an environ
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10.

Now wuse the ‘GET
command followed by
GET ~  {[baseUr)fapi/msi/000 {{baseUrl}}/api/msi/0000

Save this to your ‘API

MSI Request

Params Authorization Headers (7) Body Pre-request Script Tests Settings
Testing’ space and name it
Headers 7 hidden i )
‘View MSI
KEY VALUE

To use this function, you can (after authenticating if required) simply click on ‘View MSI’ then
after {{baseUrl}}/api/msi/ replace the four 0’s with your MSI reference number, in this instance
we used the 6552 reference number, then click on ‘Send’.

The API will return your MSI details back in the lower half the screen.

aaaaaaa

KEY VALUE DESCRIPTION oo BUlKEdit

USING MSI PARAMETERS FOR LIST ALL MSI

Create a new syntax as above. Use ‘GET and {{baseUrl}}/api/msi but do not put anything
more in this box. Now chose the ‘Params’ tab. In the ‘KEY’ make two new entries by typing
‘offset’ and ‘limit’ now in the corresponding ‘VALUE’ type ‘0’ and ‘10’.

Save this syntax and name as ‘List all MSI’. Once saved, select and click ‘Send’ this will return
the last 10 MSils sent from your account in the past 30 days. You can change the ‘limit’ value
to show more or less MSI as you require.

GET ~ baseUrl}}fapi/msi?offset=0&limit=10
Params & Authorization Headers (7) Body Pre-request Script Tests Settings
Query Params
KEY VALUE DESCRIPTION
offset 0
limit 10
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USING MSI PARAMETERS FOR LIST SCHEDULED MSI

This is the same process as section 10, however you can include a status parameter and set
the ‘VALUE’ to ‘Scheduled’, this will only return your scheduled messages.

Params » Authorization

Query Params
KEY

offset

limit

status

GET ~ {baseUr

Hiapifmsi?offset=0&limit=10&status=Scheduled

Headers (7) Body Pre-request Script Tests Settings
VALUE
0
0

Scheduled

USING MSI PARAMETERS TO LIST BY ACTIVE MSI

This is the same process as section 10, however you can include a status parameter and set

the ‘VALUE’ to ‘Active’, this will only return your active messages.

Params e Authorization

Query Params
KEY

offset

limit

status

GET ~ {base

Jrl}}api/msitoffset=0&limit=10&status=Active

Headers (7) Body Pre-request Script Tests Settings
VALUE
a
10

Active
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USING MSI PARAMETERS TO LIST BY REPETITION CODE MSI

This is the same process as section 10; however you can include a ‘repetitionCode’
parameter. Set the ‘KEY’ to ‘RepetitionCode’, and the ‘VALUE’ to the repetition code you want
to search by.

GET w baszellrl}}fapi/msi?offset=0&Ilimit=10&repetitionCode=186

Params » Authorization Headers (7) Body Pre-request Script Tests Settings

Query Params

KEY VALUE
offset 0
limit 10
repetitionCode 16

This type of parameter search can be run for any of the fields returned through the API such
as Priority or Cancelled status.

CANCELLING A MSI THROUGH THE API

You can cancel any of your broadcasts that are scheduled or still running on repetition. To do
this, create a new syntax but this time use the ‘PUT’ command followed by
{{baseUrl}}/api/msi/0000

Select ‘Body’ and ‘raw’ and add the new syntax:

{

"cancelled": "true"

Ensure the last option is set to JSON

Save this syntax and assign an appropriate name.

PUT w baseUrl}}fapi/msi/6567

Params Authorization Headers (9) Body e Pre-request Script Tests Settings

none form-data s-www-form-urlencoded | @ raw binary GraphQL J JSON -

[T
[s]
o
a
a
hA
=
Ul
o
¥
c
[T

To run this command, select the newly saved syntax, replace the 0000 with the message
reference number you wish to cancel, and click ‘Send’. This will now return confirmation that
the MSI status ‘cancelled’ as ‘true’.
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SAR DISTRESS ALERT RELAY EXAMPLE

The API can be used for any EGC style broadcasts, including those for SAR. The process for
creating a SAR broadcast is the same as creating an MSI for NAV or MET, with minor
changes in the syntax. SAR would not use “msiType” as ‘inmc-nav’ instead ‘inmc-sar’ is used.
SAR can use additional priority (Distress) and C-Codes 14-Distress Alert Relay, 34-SAR Co-
ordination to a Rectangular Area and 44-SAR Co-ordination to a Circular Area.

Create your syntax the same as section 7.2 and use the ‘inmc-sar’ as the ‘msiType’ and
include the priority to urgency or distress. Chose the type of service code to be used and input
the corresponding ‘address’ type.

We can also include ‘readAck’ and ‘receiveAck’ with the value as 1. This allows for the system
to receive information on vessels who received and read the SAR broadcast.

The below is a SAR Distress Relay, to an area 53N003W and a 200nm radius. The repetition
code is 70 = Three transmissions at 12-hour intervals. As we have not included a start
date/time, the message will be broadcast immediately and stop after the third transmission.

{

"msiType": "inmc-sar",

"areaType": "CIRCULAR",

"serviceCode": 14,

"priority": "distress",

"repetitionCode": "70",

"address": "53N003wW200",

"readAck": 1,

"receiveAck": 1,

"payload": "THIS IS A TEST BROADCAST NUMBER NUMBER 1 \n NO ACTIN IS REQUIRED
\n NNNN "

}
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Below you can see the message was broadcast and received with reference number 6560.

SAR Distress Relay

POST b baselUrl}}fapifmsi
Params e Authorization Headers (10) Body e Pre-request Script Tests Settings
none form-data ®-www-form-urlencoded @ raw binary GraphQL JSON
“inmc-=zar”,
"areaType”: "CIRCULAR",

":14,

[
H in
=
>
5
1

= =L ) T =Y

[ R =R ]

[y

IS A TEST BROADCAST NUMBER NUMBER 1 \n NOQ ACTIN IS REQUIRED ‘.n- NMNN "

[y
[

Body Cookies Headers (4) Test Results

Pretty Raw Preview Visualize JSON =
1
2 "referenceNumbex": "65687,
3 "activeStartDate": "2023-81-25T14:11:5 .

“activeEndDate™: "2823-81-27T@2:11:63Z",

5 "serviceCode”: "147,

6 titionCode": “78",
7 “inmc-saz",

g CIRCULAR",
9 "53NEE3W280",
16 “"THIS IS A TEST BROADCAST NUMBER MUMBER 1 ‘n NO ACTIN IS REQUIRED ‘\n NNNN ",
11 "stationId": @,

12 "cancelled": false,

13 4975,

14 : “distress",
15 : true,

16 "receivedck": true,

17 "presentation”: "iag"
18 H

NOTE: You must be logged in with an account that enables you to broadcast SAR EGC
messages.

VIEW ACKNOWLEDGEMENT

To view SAR broadcasts acknowledgements from vessels, you first need to setup a syntax as
you did in section 10 View broadcast. Now insert ‘/ack’ after the trailing ‘0000’. To use this
function, replace the ‘0000’ with the message reference number you would like to recall the
acknowledgement for. The example below uses the SAR broadcast in section 15.
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GET ~ {baseUrl}}/api/msi/6560/ack
Params Authorization Headers (7) Body Pre-request Script Tests
uery Params .
e You can see the ‘ack’ command for this
e message has returned that a vessel with
IMEI number 004433060000261
L and call sign JD200 acknowledged the
Body Cookies Headers (3) est Results
I message.
Pretty Raw Preview Visualize JSON  ~ =
1 0
2
3 "id": 127862,
4 "acknowledgeTims": "2023-81-25T14:12:162",
5 "type”: "read”,
[ "source": {
7 "id": 263182,
8 ‘storeTime": "2823-01-25T14:12:16Z",
9 “type”: "ut”,
(0] "parameters™: [
11 -
12 "id": 314222,
13 "adoressId": @,
14 "storeTime": "20823-01-25T14:12:16Z",
15 "type": "imei”,
16 "value": "BE4433060080261"
17 B
18 1
19 "id": 314212,
20 "adoressId": @,
21 "storeTime": "20823-01-25T14:12:16Z",
22 "type": "callsign”,
23 "walue": "JD2@@"
24
25 1
26 B
27
258

WEB INTERFACE

Users of the API also have access to the SafetyNET Il web interface used by NAV/IMETAREA
co-ordinators or RescueNET for SAR coordinators. More detailed information on SafetyNET I

and RescueNET web interfaces can be found at https://safetytraininghub.inmarsat.com/

By logging into SafetyNET Il or RescueNET at https://msdscluster.eixodigital.com/msds/ (or
https://msds.inmarsat.com/msds/ for the live environment) using the same username and

password as you do with your API, you can make use of additional functions such as exporting

your MSI list to excel, running reports and exporting individual message information.

This view also allows you to view all your messages in one place, their status, the text and a

more detailed view of which satellites and SpotlD’s used for each broadcast and their
individual status.

MSI List
@ Cancel ¥ Exporttocsv B Export MSI to PDF % Generate report

Reference Number | Type Service Code | AreaType | Address Priority | Repetition Code Size Start Date End Date Status EGCId | Transmission Status

sen S 0 Gl SR daies S0 e e, S S Ciie
6559 Searchand .. 14 CIRCULAR  53NDO3W... distress 70 5 25/01/2023 14:09:00.1...  27/01/2023 02:09:00.1... Active 4977 ok
6462 Searchand .. 34 RECTANG... 20NO10W.. distress 01 i 09/01/2023 14:30:12.6... 09/01/2023 14:30:12.6... Finished 4830 ok
6461 Search and 34 RECTANG 20ND10E . safety 01 9 09/01/2023 14:01:32.3. 09/01/2023 14:01:32.3. Finished 4339 ok
6460 Search and 34 RECTANG. 30NDISW_.  distress 01 16 09/01/2023 13:51:14.1. 09/01/2023 13:51:14.1. Finished 4838 ok
6136 Search and 44 CIRCULAR  5INOOIW . urgency 70 13 15/11/2022 12:54:22.4. 17/11/2022 00:54:22.4. Finished 4618 ok
6123 Searchand .. 14 CIRCULAR  SINDOIW.. distress 11 29 15/11/2022 12:06:23.8.. 15/11/2022 12:06:23.8... Finished 4605 ok
6099 Searchand .. 44 CIRCULAR  SINOQIW... urgency 0 34 14/11/2022 16:09:37.6... 14/11/2022 16:09:37.6... Finished 4581 ok
6098 Searchand .. 44 CIRCULAR  S5INDOIW.. safety 01 34 14/11/2022 16:08:37.1... 14/11/2022 16:08:37.1... Finished 4580 ok

Detail Destinations Acknowledges

THIS IS A TEST BROADCAST NUMBER NUMBER 1
NC ACTIN IS REQUIRED
NNNN
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MSI List

@ Cancel ¥ Exporttocsy B Bxport MSIto POF ¥ Generate report

Reference Number Type Service Code | Area Type Address Priority Repetition Code Size Start Date End Date Status EGCId Transmission Status
6560 Search an... 14 CIRCULAR 53N003... distress 70 71 25/01/2023 14:11:...  27/01/2023 02:11:... Active 4978 ok
6559 Searchand ... 14 CIRCULAR  53NQO3W.. distress 7o 5 25/01/2023 14:09:00.1...  27/01/2023 02:09:00.1... Active 4977 ok
6462 Searchand ... 34 RECTANG... 20NOi0W.. distress 01 4 09/01/2023 14:30:12,6...  09/01/2023 14:30:12.6... Finished 4850 ok
6461 Searchand .. 34 RECTANG.. 20NOIDE. safety 01 9 09/01/2023 14:01:32.3... 09/01/2023 14:01:32.3... Finished 4889 ok
6460 Searchand ... 34 RECTANG... 30NO15W.. distress 01 16 09/01/2023 13:51:14.1... 09/01/2023 13:51:14.1... Finished 4888 ok
6136 Search and ... 44 CIRCULAR ~ 51NOOIW.. urgency 70 13 15/11/2022 12:54:22.4... 17/11f2022 00:54:22.4... Finished 4618 ok
6123 Searchand ... 14 CIRCULAR  SINODIW.. distress 11 29 15f11/2022 12:06:23.8... 15/11/2022 12:06:23.8... Finished 4605 ok
6099 Search and ... 44 CIRCULAR  S1NOOIW... urgency 01 34 14f11/2022 16:09:37.6...  14/11/2022 16:09:37.6... Finished 4581 ok
6098 Search and ... 44 CIRCULAR  51NODIW.. safety 01 34 1411/2022 16:08:37.1... 14/11/2022 16:08:37.1... Finished 4580 ok

Detail Destinations Acknowledges

Destination Status Transmission Time
AQRE NCS Fudino: inmcocean => oceanid=1, ncsid=2 ok 25/01/2023 14:12:03.480
I0R NCS Burum: inmcocean => oceanid=3, ncsid=5 ok 25/01/2023 14:12:07.046
RNS10 MEAS: ranspot => sasid=0, satid=3, spotid=243, rmsid=1, ueCount=0 ok 25/01/2025 14:12:06.937
RNS10 MEAS: ranspot => sasid=0, satid=3, spotid=40, msid=1, ueCount=0 ok 25/01/2023 14:12:03.645
RNS2 EMEA: ranspot => sasid=0, satid=6, spotid=243, msid=14, ueCount=0 ok 25/01/2023 14:12:03.617
RNS2 EMEA: ranspot => sasid=0, satid=6, spotid=248, msid=14, usCount=0 ok 25/01/2023 14:12:03.525
RNS2 EMEA: ranspot => sasid=0, satid=6, spotid=72, msid=14, ueCount=0 ok 25/01/2023 14:12:03.503
RNS2 EMEA: ranspot => sasid=0, satid=6, spotid=88, msid=14, ueCount=0 ok 25/01/2023 14:12:07.047
ut => callsign=I0200, imei=004433060000261 ok 25/01/2023 14:12:07.085
ut => callsign=MQTT01, imei=3939989300002003 ok 25/01/2023 14:12:07.075

18. THE USERNAME AND PASSWORD POLICY SETS THE FOLLOWING RULES:
— Inmarsat will allocate a username when creating your account.
— Rules for password creation:
— Minimum password length should be at least eight characters.

— Passwords should contain at least one lowercase alphabetical character, one uppercase
character and one number.

— Passwords shall not be the same as the Identifier (i.e., username or logon name).
— Systems should permit password length of up to sixty-four characters.
— All printing ASCII [RFC 20] characters should be acceptable in passwords.
— Unicode [ISO/ISC 10646] characters should be accepted as well.
— No password expiry period set.

— The API password is the same as the Web interface API password and can be updated via
the web interface.

19. APl ERROR RESPONSE

Incorrect authorisation, request, approval, or format will return an error message along with an
error code. These error messages are revised and updated regularly. Some examples include:

— Incorrect username or password when trying to authenticate:

"errorMessage": "java.lang.Exception: Invalid user/password",
"errorCode": 401

— Broadcast request to area outside of user’s authorisation or priority outside of authorisation
i.e., Distress
"errorMessage": "Unauthorized",
"errorCode": 401

— Syntax data inputted is incorrect and outside of parameters i.e., incorrect entry such as
service code out of range

"errorMessage": "java.lang.Exception: MSI Meta not defined",
"errorCode": 400
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20. SAFETY TRAINING HUB

Inmarsat has created a new Maritime Safety Training Hub with additional documents and
training videos / tutorials. The Training Hub can be accessed by anyone with no need to
register and provides extensive training on MSI API and SAR API testing and implementation.
This can be accessed via:

https://safetytraininghub.inmarsat.com/
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ANNEX A
REPETITION CODES

The C4 repetition codes are divided into two categories:

— Category A. for messages that are required to be repeated a finite number of times

— Category B. for messages that are required to be repeated at specified intervals until
cancelled by the information provider

Category A

Code

Instruction

01

transmit once on receipt

11 |transmit on receipt followed by repeat 6 min later

61 |transmit on receipt and 1 hour after initial broadcast (twice)

62 |transmit on receipt and 2 hours after initial broadcast (twice)

63 |transmit on receipt and 3 hours after initial broadcast (twice)

64 |transmit on receipt and 4 hours after initial broadcast (twice)

66 |transmit on receipt and 12 hours after initial broadcast (twice)

67 |transmit on receipt and 24 hours after initial broadcast (twice)

70 |transmit on receipt, 12 hours after initial broadcast and then 12 hours after the second
broadcast (three times)

71 |transmit on receipt, 24 hours after initial broadcast and then 24 hours after the second

broadcast (three times)
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Category B
Code Instruction

12 repeat broadcast every 1 hour with no echo
13 repeat broadcast every 1 hour with an echo 6 minutes after each broadcast
22 repeat broadcast every 2 hours with no echo
23 repeat broadcast every 2 hours with an echo 6 minutes after each broadcast
32 repeat broadcast every 3 hours with no echo
33 repeat broadcast every 3 hours with an echo 6 minutes after each broadcast
42 repeat broadcast every 4 hours with no echo
43 repeat broadcast every 4 hours with an echo 6 minutes after each broadcast
52 repeat broadcast every 5 hours with no echo
53 repeat broadcast every 5 hours with an echo 6 minutes after each broadcast
14 repeat broadcast every 6 hours with no echo
15 repeat broadcast every 6 hours with an echo 6 minutes after each broadcast

16 (or 24) repeat broadcast every 12 hours with no echo

17 (or 25) repeat broadcast every 12 hours with an echo 6 minutes after each broadcast
34 repeat broadcast every 18 hours with no echo
35 repeat broadcast every 18 hours with an echo 6 minutes after each broadcast

18 (or 26; or 44)

repeat broadcast every 24 hours with no echo

19 (or 27; or 45)

repeat broadcast every 24 hours with an echo 6 minutes after each broadcast

54 repeat broadcast every 30 hours with no echo
b5 repeat broadcast every 30 hours with an echo 6 minutes after each broadcast
36 repeat broadcast every 36 hours with no echo
37 repeat broadcast every 36 hours with an echo 6 minutes after each broadcast
28 (or 46) repeat broadcast every 48 hours with no echo
29 (or 47) repeat broadcast every 48 hours with an echo 6 minutes after each broadcast
b6 repeat broadcast every 60 hours with no echo
57 repeat broadcast every 60 hours with an echo 6 minutes after each broadcast
38 repeat broadcast every 72 hours with no echo
39 repeat broadcast every 72 hours with an echo 6 minutes after each broadcast
48 repeat broadcast every 96 hours with no echo
49 repeat broadcast every 96 hours with an echo 6 minutes after each broadcast
58 repeat broadcast every 120 hours with no echo
58 repeat broadcast every 120 hours with an echo 6 minutes after each broadcast
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ANNEX B
NAV/MET SYNTAX

Below is a list of some syntax used by NAVAREA and METAREA co-ordinators. The
date/time, area, priority and repetition should be amended to your situation.

— Broadcast to a NAVAREA or METAREA (safety priority / area Il / send once immediately)
{

"msiType": "inmc-nav",
"areaType": "NAVMET",
"priority": "safety",
"serviceCode": "31",
"address": "02",
"repetitionCode": "O01",
"startDate": "",
"endDate": "",
"payload": "test\n NNNN"

— Broadcast to a NAVAREA or METAREA (safety / area X / repetition 16 includes start and

end dates)

{
"msiType": "inmc-nav",
"areaType": "NAVMET",
"priority": "1,
"serviceCode": "31",
"address": "10",
"repetitionCode": "16",

"startDate": "2023-02-16T11:30:00z2",
"endDate": "2023-03-18T11:30:002",
"payload": "test"

— Broadcast MSI to a Rectangular area (urgency / rectangular co-ordinates 30N015W15002 /
repetition 25 with start and end dates)

"msiType": "inmc-nav",
"areaType": "RECTANGULAR",
"priority": "2",
"serviceCode": "04",
"address": "30N015W15020",
"repetitionCode": "25",

"startDate": "2023-02-19T17:06:002",
"endDate": "2023-02-21T17:06:002",
"payload": "M5 test "
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— Broadcast MSI to a Coastal area (safety / coastal area 10AA / send immediately)

{

— Broadcast MSI to circular area (urgency / coordinates 51N004W 500nm radius / send
immediately / date and times removed as not needed)

"msiType": "inmc-nav",
"areaType": "COASTAL",
"priority": "1,

"serviceCode": 13,

"address": "10AA",
"repetitionCode": "01",
"startDate": "",

"endDate": "",

"payload": "M12 test broadcast"

"msiType": "inmc-nav",
"areaType": "CIRCULAR",
"priority": "urgency",
"serviceCode": 24,
"address": "51n004w500",
"repetitionCode": "O01",
"payload": "TESTs"
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ANNEX C
SEARCH AND RESCUE SYNTAX

Below is a list of some syntax used by Search and Rescue. The date/time, area, priority and
repetition should be amended to your situation.

— Distress Alert Relay Broadcast (distress / circular area 53N 003W 600nm radius / 3 x
broadcast at 12-hour intervals / no date and time required / read and received

acknowledgement required)

"msiType": "inmc-sar",
"areaType": "CIRCULAR",
"serviceCode": 14,
"priority": "distress",
"repetitionCode": "70",
"address": "53N003W600",
"startDate": "",
"endDate": "",

"readAck": 1,
"receiveAck": 1,
"payload": "TEST "

— Urgency Rectangular SAR co-ordination broadcast (urgency / rectangular area 30N 015W
15020 / send immediately / read and read acknowledgement required)

"msiType": "inmc-sar",
"areaType": "RECTANGULAR",
"serviceCode": 34,
"priority": "urgency",
"repetitionCode": "01",
"address": "30NO15W15020",
"startDate": "",
"endDate": "",

"readAck": 1,
"receiveAck": 1,
"payload": "TEST"

— Urgency Circular SAR co-ordination broadcast (urgency / circular area 38N 009W 50nm
radius / send immediately / date and time fields removed as not needed / read and read
acknowledgement not needed)

"msiType": "inmc-sar",
"areaType": "CIRCULAR",
"serviceCode": 44,
"priority": "2",
"repetitionCode": "O01",
"address": "38N009WO50",
"readAck": O,
"receiveAck": 0,
"payload": "TEST"
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